Príloha č. 1

k vyhláške č. ...

**Bankovníctvo**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne sektorové kritéria | Dopadové kritéria |
| *5.1. Výkon činnosti úverovej inštitúcie* | **úverové inštitúcie** ktorých predmetom činnosti je prijímanie vkladov alebo iných návratných peňažných prostriedkov od verejnosti a poskytovanie úverov na vlastný účet | 1. Počet klientov nad xxxx, 2. Trhový podiel presahujúci x % z bilančnej sumy bankového sektoru. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie definovaného druhu služby postihujúce viac ako xxxxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, alebo 4. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému. |

**DOPRAVA**

**Cestná doprava**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Činnosť subjektu zodpovedného za kontrolu riadenia prevádzky* | **cestné orgány** **zodpovedné za kontrolu riadenia cestnej premávky** - akýkoľvek verejný orgán zodpovedný za plánovanie, kontrolu alebo riadenie ciest, ktoré spadajú do jeho územnej pôsobnosti | Kontrola riadenia prevádzky na pozemných komunikáciách. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie alebo narušenie druhu služby postihujúce viac ako xxxx osôb, 2. závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xxx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xx mŕtvych alebo xx zranených osôb vyžadujúcich lekárske ošetrenie, 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Prevádzka inteligentného dopravného systému* | **prevádzkovatelia inteligentných dopravných systémov**, v ktorých sa uplatňujú informačné a komunikačné technológie v oblasti cestnej dopravy vrátane infraštruktúry, vozidiel a užívateľov a v oblasti riadenia dopravy a riadenia mobility, rovnako ako aj pre, rozhrania s inými druhmi dopravy | Prevádzka inteligentného dopravného systému v oblasti cestnej dopravy alebo oblasti riadenia prevádzky alebo mobility, ako aj rozhranie s inými druhmi dopravy. |

**Letecká doprava**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Prevádzka leteckej dopravy* | **leteckí dopravcovia** - letecký dopravný podnik s platnou prevádzkovou licenciou alebo jej ekvivalentom | 1. Letecká preprava aspoň xxx osôb za rok, alebo 2. Ponuka leteckej prepravy pre aspoň   xxx osôb za rok. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie či narušenie druhu služby postihujúce viac ako xxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xx mŕtvych alebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, alebo 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Prevádzka letiska alebo prevádzka pomocných zariadení v rámci letiska* | **riadiace orgány letiska** - subjekt, ktorý má v spojení s inými činnosťami alebo bez nich, za cieľ správu a riadenie infraštruktúry letiska alebo siete letísk a koordináciu a kontrolu činností jednotlivých prevádzkovateľov na príslušných letiskách alebo v príslušných sieťach letísk, letiská, vrátane hlavných letísk a subjekty prevádzkujúce pomocné zariadenia nachádzajúce sa na letiskách | V rámci globálneho alebo hlavného letiska. |
| *Služba riadenia letovej prevádzky* | **prevádzkovatelia poskytujúci služby riadenia letovej prevádzky** (ATC), ako služby poskytovanej na účely:  a) zabránenia zrážke: - medzi lietadlami a - v prevádzkovom priestore medzi lietadlom a prekážkami; a b) urýchlenia a zachovania riadneho toku letovej prevádzky | 1. Približovacia služba konania globálneho alebo hlavného letiska alebo letiska určeného ako prvok kritickej infraštruktúry, 2. služba riadenia leteckej prevádzky pre riadené lety prilietavajúcich a odlietavajúcich lietadiel, 3. letisková služba riadeného globálneho alebo hlavného letiska alebo letiska určeného ako prvok kritickej infraštruktúry, 4. oblastná služba riadenia alebo 5. služba riadenej leteckej prevádzky pre riadené lety v riadených oblastiach. |

**Vodná doprava**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Prevádzka vnútrozemskej, námornej alebo pobrežnej osobnej alebo nákladnej vodnej dopravy* | **spoločnosti prevádzkujúce vnútrozemskú, námornú a pobrežnú osobnú a nákladnú vodnú dopravu** | Prevádzka vodnej dopravy alebo ponuka prevádzky vodnej dopravy, ktorá nie je nahraditeľná alebo by bola nahraditeľná jedine s vynaložením neprimeraných nákladov. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 2. hospodársku stratu vyššiu ako 0,xx % HDP, 3. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 4. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych alebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, alebo 5. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Prevádzka riadiaceho orgánu prístavu alebo prevádzka diela alebo zariadenia v rámci prístavu.* | **prevádzkovatelia plavebno-prevádzkových služieb**, ako služba určená na zvýšenie bezpečnosti a efektívnosti lodnej dopravy a na ochranu životného prostredia, ktorá je schopná interakcie s dopravou a môže reagovať na dopravné situácie vznikajúce v oblasti plavebno-prevádzkových služieb. | -- |
| *Prevádzka služby lodnej dopravy* | **prevádzkovatelia plavebno-prevádzkových služieb**, ako služba určená na zvýšenie bezpečnosti a efektívnosti lodnej dopravy a na ochranu životného prostredia, ktorá je schopná interakcie s dopravou a môže reagovať na dopravné situácie vznikajúce v oblasti plavebno-prevádzkových služieb. | -- |

**Železničná doprava**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Prevádzka infraštruktúry* | **Prevádzkovateľ infraštruktúry** každý orgán alebo podnik zodpovedný najmä za zriadenie, správu a údržbu železničnej infraštruktúry vrátane riadenia dopravy, zabezpečenia a návestenia. Funkciou manažéra infraštruktúry na sieti alebo časti siete môžu byť poverené rôzne orgány alebo podniky | 1. Poverenie k zriadeniu, správe a udržovaniu železničnej infraštruktúry, vrátane riadenia dopravy, zabezpečenia alebo signalizácie, 2. Centrálne dispečerské stanovište, 3. Kontrolné analytické centrum, 4. automatické stavanie vlakových ciest, 5. automatické vedenie vlaku, alebo 6. európsky systém riadenia železničnej dopravy. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie či narušenie druhu služby postihujúce viac ako xxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov alebo, 5. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych alebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, alebo 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Prevádzka železničnej dopravy alebo zariadenie služieb* | **železničné podniky** - každý verejnoprávny alebo súkromný podnik, ktorého hlavným predmetom činnosti je poskytovanie služieb s cieľom zabezpečenia železničnej prepravy tovaru a/alebo osôb, pričom tento podnik zabezpečuje trakciu; zahŕňa to aj podniky, ktoré zabezpečujú len trakciu, vrátane prevádzkovateľov servisných zariadení - každý verejný alebo súkromný subjekt zodpovedný za správu jedného alebo viacerých servisných zariadení alebo za poskytovanie jednej alebo viacerých kľúčových služieb železničným podnikom | 1. Poskytovanie hnacích vozidiel zaradených na trase transeurópskej dopravnej siete (TEN-T), systém medzinárodných železničných magistrál (AGC), systémov najdôležitejších tras medzinárodnej kombinovanej dopravy a súvisiacich objektov (AGTC) alebo železničného koridoru pre medzinárodnú nákladnú dopravu (RFC), 2. prevádzkovateľ železničnej dopravy, ktorého hlavnou činnosťou je preprava tovaru alebo cestujúcich na tratiach transeurópskej dopravnej siete (TEN-T), systému medzinárodných železničných magistrál (AGC), systému najdôležitejších tras medzinárodnej kombinovanej dopravy a súvisiacich objektov (AGTC) alebo železničného koridoru pre medzinárodnú nákladnú dopravu (RFC), alebo 3. podnik zodpovedný za konanie aspoň jedného zariadenia služieb alebo za poskytovanie aspoň jednej doplnkovej alebo pomocnej služby podľa zákona o dráhach. |

**Digitálna infraštruktúra**

|  |  |  |  |
| --- | --- | --- | --- |
| **Druh služby** | Prevádzkovateľ služby | **Špeciálne kritéria** | **Dopadové kritéria** |
| *Prepájanie technicky sebestačných sietí* | Poskytovateľ služby výmenného uzlu internetu za účelom prepájania sietí, ktoré sú z technického a organizačného pohľadu oddelené | Prepojenie viac ako xx autonómnych sietí a priemerný dátový tok nameraný v päť minútovom intervale za 24 hodín presahujúci xx Gb/s. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie alebo narušenie druhu služby postihujúce viac ako xxx osôb, 2. závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, alebo 5. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať výkon záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Poskytovanie služieb systému doménových mien na internete* | Poskytovateľ služieb *systému doménových mien**na internete* | Poskytovanie služby autoritatívneho *systému doménových mien* a správa alebo hosting viac ako xxx domén. |
| *Správa alebo prevádzka registra internetových domén najvyššej úrovne* | Subjekt spravujúci alebo prevádzkujúci register internetových domén najvyššej úrovne | Správa registra internetových domén najvyššej úrovne s počtom registrovaných domén presahujúcim xxx. |

**ELEKTRONICKÉ KOMUNIKÁCIE**

**Satelitná komunikácia**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Významná elektronická komunikačná sieť* | **Prevádzkovateľ elektronických komunikačných služieb alebo sietí** ku ktorému je pripojená sieť alebo informačný systém základnej služby | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo v sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry. |

**Siete a služby pevných a mobilných elektronických komunikácií**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Významná elektronická komunikačná sieť* | **Prevádzkovateľ elektronických komunikačných služieb alebo sietí** ku ktorému je pripojená sieť alebo informačný systém základnej služby | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo v sieti môže spôsobiť závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry. |

**ENERGETIKA**

**Baníctvo**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| Ťažba, úprava a spracovanie rudných a nerudných surovín | fyzické a právnické, ktoré vykonávajú banskú činnosť podľa banského zákona | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo v sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry. |
| Vyhľadávanie a prieskum rádioaktívnych surovín | fyzické a právnické, ktoré vykonávajú banskú činnosť podľa banského zákona | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo v sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry. |

**Elektroenergetika**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Výroba elektriky* | **elektroenergetické podniky** - každá fyzická alebo právnická osoba, ktorá vykonáva aspoň jednu z týchto činností: výroba, prenos, distribúcia, dodávka alebo nákup elektriny a ktorá je v súvislosti s týmito činnosťami zodpovedná za obchodné a technické úlohy a/alebo údržbu; nezahŕňa však koncových odberateľov, ktoré vykonávajú predaj elektriny odberateľom vrátane jej ďalšieho predaja | 1. Výrobňa s celkovým inštalovaným elektrickým výkonom najmenej xx MW, 2. výrobňa poskytujúca podporné služby s celkovým inštalovaným elektrickým výkonom najmenej xx MW, alebo 3. technický dispečing využívaný k výrobe elektriky. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo v sieti , na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie alebo narušenie druhu služby postihujúce viac ako xx osôb, 2. závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako x osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xx mŕtvych alebo xx zranených osôb vyžadujúcich lekárske ošetrenie alebo 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať výkon záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Predaj elektriky* | **elektroenergetické podniky** - každá fyzická alebo právnická osoba, ktorá vykonáva aspoň jednu z týchto činností: výroba, prenos, distribúcia, dodávka alebo nákup elektriny a ktorá je v súvislosti s týmito činnosťami zodpovedná za obchodné a technické úlohy a/alebo údržbu; nezahŕňa však koncových odberateľov, ktoré vykonávajú predaj elektriny odberateľom vrátane jej ďalšieho predaja | -- |
| *Prevádzka prenosovej sústavy* | **prevádzkovatelia prenosovej sústavy**, fyzická alebo právnická osoba zodpovedná za prevádzku, zabezpečovanie údržby, a rozvoj prenosovej sústavy v danej oblasti a prípadne aj rozvoj jej prepojení s inými sústavami a za zabezpečovanie dlhodobej schopnosti sústavy uspokojovať primeraný dopyt po prenose elektriny | 1. vedenie prenosovej sústavy, 2. elektrická stanica prenosovej sústavy, alebo 3. technický dispečing využívaný k prevádzkovaniu prenosovej sústavy. |
| *Prevádzkovanie distribučnej sústavy* | **prevádzkovatelia distribučnej sústavy** - fyzická alebo právnická osoba zodpovedná za prevádzku, zabezpečovanie údržby, a v prípade potreby rozvoj distribučnej sústavy v danej oblasti a prípadne aj rozvoj jej prepojení s inými sústavami a za zabezpečovanie dlhodobej schopnosti sústavy uspokojovať primeraný dopyt po distribúcii elektriny | 1. Vedenie distribučnej sústavy, 2. elektrická stanica distribučnej sústavy, alebo 3. technický dispečing využívaný k prevádzkovaniu distribučnej sústavy. |

**Plynárenstvo**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Prevádzka plynárenského podniku* | **plynárenské podniky** - každá fyzická alebo právnická osoba vykonávajúca aspoň jednu z týchto činností: ťažba, preprava, distribúcia, dodávka, nákup alebo uskladňovanie zemného plynu vrátane LNG, ktorá je zodpovedná za obchodné úlohy, technické úlohy a/alebo údržbu v súvislosti s týmito činnosťami, nezahŕňa však koncových odberateľov | Výroba alebo ťažba plynu v ročnom objeme aspoň vo výške 15 % ročnej spotreby České republiky. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie či narušenie druhu služby postihujúcej viac ako xxx osôb, 2. závažné obmedzenie či narušene inej základnej služby, alebo obmedzenie či narušenie prevádzky prvky kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov , 5. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych alebo xxx zranených osôb vyžadujúcich lekárske ošetrenie , alebo 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať výkon záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Prevádzka zariadenia na rafináciu alebo úpravu plynu* | **Prevádzkovateľ zariadenia na rafináciu alebo úpravu plynu** | -- |
| *Predaj plynu* | **dodávateľské podniky** - každá fyzická alebo právnická oba, ktorá vykonáva predaj vrátane ďalšieho predaja zemného plynu vrátane LNG odberateľom | -- |
| *Prevádzka prepravnej sústavy* | **prevádzkovatelia prepravnej siete**, je fyzická alebo právnická osoba, ktorá vykonáva prepravu a je zodpovedná za prevádzku, zabezpečenie údržby a v prípade potreby rozvoj prepravnej siete v danej oblasti, prípadne jej prepojenie s inými sieťami a za zabezpečenie dlhodobej schopnosti siete uspokojovať primeraný dopyt po preprave zemného plynu | 1. Prevádzka prepravnej sústavy plynu, alebo 2. technický dispečing využívaný k prevádzke prepravnej sústavy plynu. |
| *Prevádzka distribučnej sústavy* | **prevádzkovatelia distribučnej siete** - fyzická alebo právnická osoba, ktorá vykonáva distribúciu a je zodpovedná za prevádzku, zabezpečenie údržby a v prípade potreby rozvoj distribučnej siete v danej oblasti, prípadne jej prepojenie s inými sieťami a za zabezpečenie dlhodobej schopnosti siete uspokojovať primeraný dopyt po distribúcii zemného plynu | 1. Prevádzka distribučnej sústavy plynu, alebo 2. technický dispečing využívaný k prevádzke distribučnej sústave plynu. |
| *Prevádzka skladovacieho zariadenia* | **prevádzkovatelia zásobníkov -** fyzická alebo právnická osoba, ktorá vykonáva uskladňovanie a je zodpovedná za prevádzku zásobníka | 1. Prevádzka skladovacieho zariadenia, alebo 2. technický dispečing využívaný k prevádzke skladovacieho zariadenia. |
| *Prevádzka**zariadení LNG* | **prevádzkovatelia zariadení LNG** fyzická alebo právnická osoba, ktorá vykonáva skvapalňovanie zemného plynu alebo dovoz, vykládku a spätné splyňovanie LNG a je zodpovedná za prevádzku zariadenia LNG | 1. Prevádzka zariadenia slúžiaceho na skvapalnenie plynu, alebo 2. prevádzka zariadenia slúžiaceho na dovoz, vykladanie nebo znovu plynovanie LNG. |

**Ropa a ropné produkty**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Prevádzka**rafinérie, skladu, prenosového**zariadenia na ropu alebo ťažbu, spracovanie alebo úpravu ropy* | **prevádzkovatelia zariadení na ťažbu, rafinovanie a spracovanie ropy, jej skladovanie a prepravu** | 1. Zariadenia na ťažbu, spracovanie, rafináciu alebo úpravu ropy s inštalovanou ročnou výrobnou kapacitou minimálne xxx ton ročne, 2. zásobník alebo komplex zásobníkov s kapacitou najmenej xxx m3, 3. skladovacie zariadenie na LPG o kapacite najmenej xxx m3, 4. produktov s kapacitou prepravy produktov viac ako xxx ton ročne, 5. prenosové zariadenie na ropu, alebo 6. technický dispečing využívaný k prevádzkovaniu rafinérie, skladu, prenosového zariadenia na ropu alebo k ťažbe, spracovaniu, alebo úprave ropy. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie či narušenie druhu služby postihujúcej viac ako xxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych nebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, alebo 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať výkon záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Prevádzkovanie ropovodu* | **Prevádzkovateľ ropovodu** | 1. Vnútroštátny ropovod s kapacitou prepravy ropy viac ako xxx ton ročne, 2. koncové zariadenie pre odovzdanie ropy, alebo 3. technický dispečing využívaný k prevádzkovaniu ropovodu. |

**Teplárenstvo**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| Výroba tepelnej energie | **výrobca tepla** v zmysle zákona č. 657/2004 Z. z. o tepelnej energetike | 1. Zdroj tepelnej energie, alebo 2. technický dispečing využívaný k výrobe tepelnej energie. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie alebo narušenie druhu služby postihujúcu viac ako xxx osôb, 2. závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac xxxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xx mŕtvych alebo xxxx zranených osôb vyžadujúcich lekárske ošetrenie, alebo 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať výkon záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| Prevádzka sústavy zásobovania tepelnou energiou | **dodávateľ tepla** v zmysle zákona č. 657/2004 Z. z. o tepelnej energetike | 1. Rozvodné tepelné zariadenie alebo 2. technický dispečing využívaný k prevádzke sústavy zásobovania tepelnou energiou. |

**Infraštruktúra finančných trhov**

|  |  |  |  |
| --- | --- | --- | --- |
| **Druh služby** | Prevádzkovateľ služby | **Špeciálne kritéria** | **Dopadové kritéria** |
| *Prevádzka obchodného systému* | **prevádzkovatelia obchodných miest** - systém prevádzkovaný investičnou spoločnosťou alebo organizátorom trhu, ktorý v tomto systéme a v súlade s nediskrečnými pravidlami spája záujmy viacerých tretích strán kupovať a predávať finančné nástroje spôsobom, ktorého výsledkom je zmluva  - multilaterálny systém, ktorý nie je regulovaným trhom ani MTF a v rámci ktorého môžu záujmy viacerých tretích strán kupovať a predávať dlhopisy, štruktúrované finančné produkty, emisné kvóty alebo deriváty navzájom pôsobiť spôsobom, ktorého výsledkom je zmluva | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie alebo narušenie druhu služby postihujúce viac ako xxx osôb, 2. závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodárska strata vyššia ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, alebo 5. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať výkon záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Výkon činnosti ústrednej protistrany* | **centrálne protistrany** - právnická osoba, ktorá vstupuje medzi protistrany zmlúv obchodovaných na jednom alebo viacerých finančných trhoch a stáva sa kupujúcim voči všetkým predávajúcim a predávajúcim voči všetkým kupujúcim | -- |

**POŠTA**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Doprava zásielok, peňazí a správ* | **Poštový podnik**, ktorý poskytuje jednu alebo viacero poštových služieb, alebo poštový platobný styk podľa zákona o poštových službách | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie alebo narušenie druhu služby postihujúce viac ako xxx osôb, 2. závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodársku stratu vyššiu ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov |

**PRIEMYSEL**

**Farmaceutický priemysel**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| Výroba farmaceutických prípravkov  (liekov, sér, vakcín), chemických produktov a produktov na lekárske účely, vrátane výroby základných látok na výrobu farmaceutických prípravkov | **Výrobca liekov** podľa zákona č. 362/2011 Z. z. o liekoch a zdravotníckych pomôckach a o zmene a doplnení niektorých zákonov | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť   1. závažné obmedzenie definovaného druhu služby postihujúce viac ako xxxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodárska strata vyššia ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych alebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému |

**Hutnícky priemysel**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
|  |  | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo v sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry. |

**Chemický priemysel**

|  |  |  |  |
| --- | --- | --- | --- |
| **Druh služby** | Prevádzkovateľ služby | **Špeciálne kritéria** | **Dopadové kritéria** |
| *Výroba technických plynov* | **dodávatelia, výrobcovia, dovozcovia a následní užívatelia látok a zmesí** v zmysle zákona č. 67/2010 Z. z. o podmienkach uvedenia chemických látok a chemických zmesí na trh | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie alebo narušenie druhu služby postihujúce viac ako xxx osôb, 2. závažné obmedzenie alebo narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodárska strata vyššia ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych alebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, alebo 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať výkon záchranných a likvidačných prác zložkami integrovaného záchranného systému. |
| *Výroba hnojív alebo dusíkatých zlúčenín* | -- |
| *Výroba pesticídov alebo iných agrochemických prípravkov* | -- |
| *Výroba výbušnín* | -- |
| *Výroba iných základných anorganických látok* | -- |
| *Výroba iných základných organických chemických látok* | -- |

**VODA A ATMOSFÉRA**

**Meteorologická služba**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Štátna hydrologická štátna* | **Správcovia s prevádzkovatelia štátnej hydrologickej siete** | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo v sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry. |
| *Štátna meteorologická služba* | **Správcovia s prevádzkovatelia štátnej meteorologickej siete** | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo v sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry. |

**Vodné stavby**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| Automatických dispečerských systémov vodnej stavby, vrátane systému na varovanie a vyrozumenie obyvateľstva na vodnej stavbe | **vlastník správca alebo nájomca vodnej stavby** podľa zákona č. 364/2004 Z. z. o vodách | -- | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť   1. závažné obmedzenie definovaného druhu služby postihujúce viac ako xxxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodárska strata vyššia ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xx mŕtvych alebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému |

**Zabezpečovanie pitnej vody**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Výroba, dodávka alebo distribúcia pitnej vody alebo odvádzanie alebo čistenie odpadových vôd* | **dodávatelia a distribútori vody** na pitie, varenie, prípravu potravín alebo iné domáce účely, bez ohľadu na jej pôvod a na to, či bola dodaná z distribučnej siete, cisterny alebo vo fľašiach či nádobách;, s výnimkou distribútorov, u ktorých je distribúcia vody iba časťou ich celkovej činnosti v oblasti distribúcie iných komodít a tovaru, ktorá sa nepovažuje za základnú službu | 1. Výroba, dodávka alebo distribúcia pitnej vody, 2. Čistička odpadových vôd, 3. úpravňa vody, alebo 4. prevádzka vodovodu alebo kanalizácie. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby môže spôsobiť   1. závažné obmedzenie definovaného druhu služby postihujúce viac ako xxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. hospodárska strata vyššia ako 0,xx % HDP, 4. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom bez vynaloženia neprimeraných nákladov, 5. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych alebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, 6. narušenie verejnej bezpečnosti vo významnej časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému. |

**VEREJNÁ SPRÁVA**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Výkon činností orgánu verejnej moci* | **orgán verejnej moci** | služba na základe návrhu ústredného orgánu zapísaná do zoznamu základných služieb | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie druhu služby postihujúcu viac ako xxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom ako bez vynaloženia neprimeraných nákladov, 4. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych nebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, 5. narušenie verejnej bezpečnosti na významné časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému, alebo 6. kompromitáciu citlivých osobných údajov o viac ako xxx osobách. |

**Zdravotníctvo**

|  |  |  |  |
| --- | --- | --- | --- |
| Druh služby | Prevádzkovateľ služby | Špeciálne kritéria | Dopadové kritéria |
| *Poskytovanie zdravotných služieb* | **poskytovatelia zdravotnej starostlivosti** - akákoľvek fyzická alebo právnická osoba, alebo akýkoľvek iný subjekt, ktorý legálne poskytuje zdravotnú starostlivosť na území členského štátu | 1. Celkový počet akútnych lôžok v posledných troch kalendárnych rokoch najmenej xx, alebo 2. Štatút centra vysoko špecializovanej traumatologickej starostlivosti podľa zákona o zdravotných službách. | Dopad kybernetického bezpečnostného incidentu v informačnom systéme alebo sieti, na ktorých fungovaní je závislé poskytovanie služby, môže spôsobiť   1. závažné obmedzenie druhu služby postihujúcu viac ako xxx osôb, 2. závažné obmedzenie či narušenie inej základnej služby, alebo obmedzenie či narušenie prevádzky prvku kritickej infraštruktúry, 3. nedostupnosť druhu služby pre viac ako xxx osôb, ktorá nie je nahraditeľná iným spôsobom ako bez vynaloženia neprimeraných nákladov, 4. obete na životoch s hraničnou hodnotou viac ako xxx mŕtvych nebo xxx zranených osôb vyžadujúcich lekárske ošetrenie, 5. narušenie verejnej bezpečnosti na významné časti správneho obvodu obce s rozšírenou pôsobnosťou, ktoré by mohlo vyžadovať vykonanie záchranných a likvidačných prác zložkami integrovaného záchranného systému, alebo 6. kompromitáciu citlivých osobných údajov o viac ako xxx osobách. |